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rayon, or other similar synthetic fiber
or material that is substantially resist-
ant to damage from mold, mildew, or
other fungi and other rotting agents
propagated in a moist environment; or

(ii) Within 60 days before the date of
use, if it is composed in any amount of
silk, pongee, or other natural fiber, or
material not specified in paragraph
(a)(2)(i) of this section.

(b) No person may make a parachute
jump using a static line attached to
the aircraft and the main parachute
unless an assist device, described and
attached as follows, is used to aid the
pilot chute in performing its function,
or, if no pilot chute is used, to aid in
the direct deployment of the main
parachute canopy.

(1) The assist device must be long
enough to allow the container to open
before a load is placed on the device.

(2) The assist device must have a
static load strength of—

(i) At least 28 pounds but not more
than 160 pounds, if it is used to aid the
pilot chute in performing its function;
or

(ii) At least 56 pounds but not more
than 320 pounds, if it is used to aid in
the direct deployment of the main
parachute canopy.

(3) The assist device must be at-
tached—

(i) At one end, to the static line
above the static line pins, or, if static
pins are not used, above the static line
ties to the parachute cone; and

(ii) At the other end, to the pilot
chute apex, bridle cord or bridle loop,
or, if no pilot chute is used, to the
main parachute canopy.

(c) No person may attach an assist
device required by paragraph (b) of this
section to any main parachute unless
he has a current parachute rigger cer-
tificate issued under part 65 of this
chapter or is the person who makes the
jump with that parachute.

(d) For the purpose of this section, an
approved parachute is:

(1) A parachute manufactured under
a type certificate or a technical stand-
ard order (C–23 series); or

(2) A personnel-carrying military
parachute (other than a high altitude,
high-speed, or ejection kind) identified
by an NAF, AAF, or AN drawing num-
ber, an AAF order number, or any

other military designation or specifica-
tion number.

[Doc. No. 1491, 27 FR 11636, Nov. 27, 1962 as
amended by Amdt. 105–3, 33 FR 8481 June 8,
1968; Amdt. 105–7, 43 FR 22641, May 25, 1978]

PART 107—AIRPORT SECURITY

Sec.
107.1 Applicability and definitions.
107.2 Falsification.
107.3 Security program.
107.5 Approval of security program.
107.7 Changed conditions affecting security.
107.9 Amendment of security program by

airport operator.
107.11 Amendment of security program by

FAA.
107.13 Security of air operations area.
107.14 Access control system.
107.15 Law enforcement support.
107.17 Law enforcement officers.
107.19 Use of Federal law enforcement offi-

cers.
107.20 Submission to screening.
107.21 Carriage of an explosive, incendiary,

or deadly or dangerous weapon.
107.23 Records.
107.25 Airport identification media.
107.27 Evidence of compliance.
107.29 Airport Security Coordinator.
107.31 Access investigation.

AUTHORITY: 49 U.S.C. 106(g), 5103, 40113,
40119, 44701–44702, 44706, 44901–44905, 44907,
44913–44914, 44932, 44935–44936, 46105.

§ 107.1 Applicability and definitions.

(a) This part prescribes aviation se-
curity rules governing—

(1) The operation of each airport reg-
ularly serving the scheduled passenger
operations of a certificate holder re-
quired to have a security program by
§ 108.5(a) of this chapter;

(2) The operation of each airport reg-
ularly serving scheduled passenger op-
erations of a foreign air carrier re-
quired to have a security program by
§ 129.25 of this chapter;

(3) Each person who is in or entering
a sterile area on an airport described in
paragraph (a)(1) or (a)(2) of this sec-
tion; and

(4) Each person who files an applica-
tion or makes entries into any record
or report that is kept, made, or used to
show compliance under this part, or to
exercise any privileges under this part.

(b) For purposes of this part—
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(1) Airport operator means a person
who operates an airport regularly serv-
ing scheduled passenger operations of a
certificate holder or a foreign air car-
rier required to have a security pro-
gram by § 108.5(a) or § 129.25 of this
chapter;

(2) Air Operations Area means a por-
tion of an airport designed and used for
landing, taking off, or surface maneu-
vering of airplanes;

(3) Escort means to accompany or su-
pervise an individual who does not
have unescorted access authority to
areas restricted for security purposes,
as identified in the airport security
program, in a manner sufficient to
take action should the individual en-
gage in activities other than those for
which the escorted access is granted.
The responsive actions can be taken by
the escort or other authorized individ-
ual.

(4) Exclusive area means that part of
an air operations area for which an air
carrier has agreed in writing with the
airport operator to exercise exclusive
security responsibility under an ap-
proved security program or a security
program used in accordance with
§ 129.25;

(5) Law enforcement officer means an
individual who meets the requirements
of § 107.17; and

(6) Sterile area means an area to
which access is controlled by the in-
spection of persons and property in ac-
cordance with an approved security
program or a security program used in
accordance with § 129.25.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–1, 46 FR 3785, Jan. 15,
1981; Amdt. 107–7, 60 FR 51867, Oct. 3, 1995;
Amdt. 107–9, 61 FR 64244, Dec. 3, 1996]

§ 107.2 Falsification.

No person may make, or cause to be
made, any of the following:

(a) Any fraudulent or intentionally
false statement in any application for
any security program, access medium,
or identification medium, or any
amendment thereto, under this part.

(b) Any fraudulent or intentionally
false entry in any record or report that
is kept, made, or used to show compli-
ance with this part, or exercise any
privileges under this part.

(c) Any reproduction or alteration,
for fraudulent purpose, of any report,
record, security program, access me-
dium, or identification medium issued
under this part.

[Doc. No. 28745, 61 FR 64244, Dec. 3, 1996]

§ 107.3 Security program.
(a) No airport operator may operate

an airport subject to this part unless it
adopts and carries out a security pro-
gram that—

(1) Provides for the safety of persons
and property traveling in air transpor-
tation and intrastate air transpor-
tation against acts of criminal violence
and aircraft piracy;

(2) Is in writing and signed by the
airport operator or any person to
whom the airport operator has dele-
gated authority in this matter;

(3) Includes the items listed in para-
graph (b), (f), or (g) of this section, as
appropriate; and

(4) Has been approved by the Director
of Civil Aviation Security.

(b) For each airport subject to this
part regularly serving scheduled pas-
senger operations conducted in air-
planes having a passenger seating con-
figuration (as defined in § 108.3 of this
section of this chapter) of more than 60
seats, the security program required by
paragraph (a) of this section must in-
clude at least the following:

(1) A description of each air oper-
ations area, including its dimensions,
boundaries, and pertinent features.

(2) A description of each area on or
adjacent to, the airport which affects
the security of any air operations area.

(3) A description of each exclusive
area, including its dimensions, bound-
aries, and pertinent features, and the
terms of the agreement establishing
the area.

(4) The procedures, and a description
of the facilities and equipment, used to
perform the control functions specified
in § 107.13(a) by the airport operator
and by each air carrier having security
responsibility over an exclusive area.

(5) The procedures each air carrier
having security responsibility over an
exclusive area will use to notify the
airport operator when the procedures,
facilities, and equipment it uses are
not adequate to perform the control
functions described in § 107.13(a).
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(6) A description of the alternate se-
curity procedures, if any, that the air-
port operator intends to use in emer-
gencies and other unusual conditions.

(7) A description of the law enforce-
ment support necessary to comply with
§ 107.15.

(8) A description of the training pro-
gram for law enforcement officers re-
quired by § 107.17.

(9) A description of the system for
maintaining the records described in
§ 107.23.

(c) The airport operator may comply
with paragraph (b), (f), or (g) of this
section by including in the security
program as an appendix any document
which contains the information re-
quired by paragraph (b), (f), or (g) of
this section.

(d) Each airport operator shall main-
tain at least one complete copy of its
approved security program at its prin-
cipal operations office, and shall make
it available for inspection upon the re-
quest of any Civil Aviation Security
Special Agent.

(e) Each airport operator shall re-
strict the distribution, disclosure, and
availability of information contained
in the security program to those per-
sons with an operational need-to-know
and shall refer requests for such infor-
mation by other than those persons to
the Director of Civil Aviation Security
of the FAA.

(f) For each airport subject to this
part regularly serving scheduled pas-
senger operations conducted in air-
planes having a passenger seating con-
figuration (as defined in § 10.3 of this
chapter) of more than 30 but less than
61 seats, the security program required
by paragraph (a) of this section must
include at least the following:

(1) A description of the law enforce-
ment support necessary to comply with
§ 107.15(b), and the procedures which
the airport operator has arranged to be
used by the certificate holder or for-
eign air carrier to summon that sup-
port.

(2) A description of the training pro-
gram for law enforcement officers re-
quired by § 107.17.

(3) A description of the system for
maintaining the records described in
§ 107.23.

(g) For each airport subject to this
part where the certificate holder or for-
eign air carrier is required to conduct
passenger screening under a security
program required by § 108.5(a) (2) or (3)
or § 129.25(b) (2) or (3) of this chapter, or
conducts screening under a security
program being carried out pursuant to
§ 108.5(b), as appropriate, the security
program required by paragraph (a) of
this section must include at least the
following:

(1) A description of the law enforce-
ment support necessary to comply with
§ 107.15.

(2) A description of the training pro-
gram for law enforcement officers re-
quired by § 107.17.

(3) A description of the system for
maintaining the records described in
§ 107.23.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–1, 46 FR 3785, Jan. 15,
1981; Amdt. 107–5, 54 FR 28765, July 7, 1989]

§ 107.5 Approval of security program.

(a) Unless a shorter period is allowed
by the Director of Civil Aviation Secu-
rity, each airport operator seeking ini-
tial approval of a security program for
an airport subject to this part shall
submit the proposed program to the Di-
rector of Civil Aviation Security at
least 90 days before any scheduled pas-
senger operations are expected to begin
by any certificate holder or permit
holder to whom § 121.538 or § 129.25 of
this chapter applies.

(b) Within 30 days after receipt of a
proposed security program, the Direc-
tor of Civil Aviation Security either
approves the program or gives the air-
port operator written notice to modify
the program to make it conform to the
applicable requirements of this part.

(c) After receipt of a notice to mod-
ify, the airport operator may either
submit a modified security program or
petition the Administrator to recon-
sider the notice to modify. A petition
for reconsideration must be filed with
the Director of Civil Aviation Security.

(d) Upon receipt of a petition for re-
consideration, the Director of Civil
Aviation Security reconsiders the no-
tice to modify and either amends or
withdraws the notice or transmits the
petition, together with any pertinent
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information, to the Administrator for
consideration.

(e) After review of a petition for re-
consideration, the Administrator dis-
poses of the petition by either direct-
ing the Director of Civil Aviation Secu-
rity to withdraw or amend the notice
to modify, or by affirming the notice to
modify.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–5, 54 FR 28765, July 7,
1989]

§ 107.7 Changed conditions affecting
security.

(a) After approval of the security pro-
gram, the airport operator shall follow
the procedures prescribed in paragraph
(b) of this section whenever it deter-
mines that any of the following
changed conditions has occurred:

(1) Any description of an airport area
set out in the security program in ac-
cordance with § 107.3(b) (1), (2), or (3) is
no longer accurate.

(2) The procedures included, and the
facilities and equipment described, in
the security program in accordance
with § 107.3(b) (4) and (5) are not ade-
quate for the control functions de-
scribed in § 107.13(a).

(3) The airport operator changes any
alternate security procedures described
in the security program in accordance
with § 107.3(b)(6).

(4) The law enforcement support de-
scribed in the security program in ac-
cordance with § 107.3 (b)(7), (f)(1), or
(g)(1) is not adequate to comply with
§ 107.15.

(5) Any changes to the designation of
the Airport Security Coordinator
(ASC) required under § 107.29.

(b) Whenever a changed condition de-
scribed in paragraph (a) of this section
occurs, the airport operator shall—

(1) Immediately notify the FAA secu-
rity office having jurisdiction over the
airport of the changed condition, and
identify each interim measure being
taken to maintain adequate security
until an appropriate amendment to the
security program is approved; and

(2) Within 30 days after notifying the
FAA in accordance with paragraph
(b)(1) of this section, submit for ap-
proval in accordance with § 107.9 an

amendment to the security program to
bring it into compliance with this part.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–1, 46 FR 3786, Jan. 15,
1981; 46 FR 36053, July 13, 1981; Amdt. 107–6, 56
FR 41424, Aug. 20, 1991]

§ 107.9 Amendment of security pro-
gram by airport operator.

(a) An airport operator requesting
approval of a proposed amendment to
the security program shall submit the
request to the Director of Civil Avia-
tion Security. Unless a shorter period
is allowed by the Director of Civil
Aviation Security, the request must be
submitted at least 30 days before the
proposed effective date.

(b) Within 15 days after receipt of a
proposed amendment, the Director of
Civil Aviation Security issues to the
airport operator, in writing, either an
approval or a denial of the request.

(c) An amendment to a security pro-
gram is approved if the Director of
Civil Aviation Security determines
that—

(1) Safety and the public interest will
allow it, and

(2) The proposed amendment provides
the level of security required by § 107.3.

(d) After denial of a request for an
amendment the airport operator may
petition the Administrator to recon-
sider the denial. A petition for recon-
sideration must be filed with the Direc-
tor of Civil Aviation Security.

(e) Upon receipt of a petition for re-
consideration the Director of Civil
Aviation Security reconsiders the de-
nial and either approves the proposed
amendment or transmits the petition,
together with any pertinent informa-
tion, to the Administrator for consider-
ation.

(f) After review of a petition for re-
consideration, the Administrator dis-
poses of the petition by either direct-
ing the Director of Civil Aviation Secu-
rity to approve the proposed amend-
ment or affirming the denial.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–5, 54 FR 28765, July 7,
1989]

§ 107.11 Amendment of security pro-
gram by FAA.

(a) The Administrator or Director of
Civil Aviation Security may amend an
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approved security program for an air-
port, if it is determined that safety and
the public interest require the amend-
ment.

(b) Except in an emergency as pro-
vided in paragraph (f) of this section,
when the Administrator or the Direc-
tor of Civil Aviation Security proposes
to amend a security program, a notice
of the proposed amendment is issued to
the airport operator, in writing, fixing
a period of not less than 30 days within
which the airport operator may submit
written information, views, and argu-
ments on the amendment. After consid-
ering all relevant material, including
that submitted by the airport operator,
the Administrator or the Director of
Civil Aviation Security either rescinds
the notice or notifies the airport opera-
tor in writing of any amendment
adopted, specifying an effective date
not less than 30 days after receipt of
the notice of amendment by the airport
operator.

(c) After receipt of a notice of amend-
ment from a Director of Civil Aviation
Security, the airport operator may pe-
tition the Administrator to reconsider
the amendment. A petition for recon-
sideration must be filed with the Direc-
tor of Civil Aviation Security. Except
in an emergency as provided in para-
graph (f) of this section, a petition for
reconsideration stays the amendment
until the Administrator takes final ac-
tion on the petition.

(d) Upon receipt of a petition for re-
consideration, the Director of Civil
Aviation Security reconsiders the
amendment and either rescinds or
modifies the amendment or transmits
the petition, together with any perti-
nent information, to the Administrator
for consideration.

(e) After review of a petition for re-
consideration, the Administrator dis-
poses of the petition by directing the
Director of Civil Aviation Security to
rescind the notice of amendment or to
issue the amendment as proposed or in
modified form.

(f) If the Administrator or the Direc-
tor of Civil Aviation Security finds
that there is an emergency requiring
immediate action that makes the pro-
cedure in paragraph (b) of this section
impracticable or contrary to the public
interest, an amendment may be issued

effective without stay on the date the
airport operator receives notice of it.
In such a case, the Administrator or
the Director of Civil Aviation Security
incorporates in the notice of the
amendment the finding, including a
brief statement of the reasons for the
emergency and the need for emergency
action.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–5, 54 FR 28765, July 7,
1989]

§ 107.13 Security of air operations
area.

(a) Except as provided in paragraph
(b) of this section, each operator of an
airport serving scheduled passenger op-
erations where the certificate holder or
foreign air carrier is required to con-
duct passenger screening under a pro-
gram required by § 108.5(a)(1) or
§ 129.25(b)(1) of this chapter as appro-
priate shall use the procedures in-
cluded, and the facilities and equip-
ment described, in its approved secu-
rity program, to perform the following
control functions:

(1) Controlling access to each air op-
erations area, including methods for
preventing the entry of unauthorized
persons and ground vehicles.

(2) Controlling movement of persons
and ground vehicles within each air op-
erations area, including, when appro-
priate, requirements for the display of
identification.

(3) Promptly detecting and taking ac-
tion to control each penetration, or at-
tempted penetration, of an air oper-
ations area by a person whose entry is
not authorized in accordance with the
security program.

(b) An airport operator need not com-
ply with paragraph (a) of this section
with respect to an air carrier’s exclu-
sive area, if the airport operator’s secu-
rity program contains—

(1) Procedures, and a description of
the facilities and equipment, used by
the air carrier to perform the control
functions described in paragraph (a) of
this section; and

(2) Procedures by which the air car-
rier will notify the airport operator
when its procedures, facilities, and
equipment are not adequate to perform
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the control functions described in para-
graph (a) of this section.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–1, 46 FR 3786, Jan. 15,
1981; Amdt. 107–2, 47 FR 13316, Mar. 29, 1982]

§ 107.14 Access control system.
(a) Except as provided in paragraph

(b) of this section, each operator of an
airport regularly serving scheduled
passenger operations conducted in air-
planes having a passenger seating con-
figuration (as defined in § 108.3 of this
chapter) of more than 60 seats shall
submit to the Director of Civil Avia-
tion Security, for approval and inclu-
sion in its approved security program,
an amendment to provide for a system,
method, or procedure which meets the
requirements specified in this para-
graph for controlling access to secured
areas of the airport. The system, meth-
od, or procedure shall ensure that only
those persons authorized to have access
to secured areas by the airport opera-
tor’s security program are able to ob-
tain that access and shall specifically
provide a means to ensure that such
access is denied immediately at the ac-
cess point or points to individuals
whose authority to have access
changes. The system, method, or proce-
dure shall provide a means to differen-
tiate between persons authorized to
have access to only a particular por-
tion of the secured areas and persons
authorized to have access only to other
portions or to the entire secured area.
The system, method, or procedure shall
be capable of limiting an individual’s
access by time and date.

(b) The Director of Civil Aviation Se-
curity will approve an amendment to
an airport operator’s security program
that provides for the use of an alter-
native system, method, or procedure if,
in the Director’s judgment, the alter-
native would provide an overall level of
security equal to that which would be
provided by the system, method, or
procedure described in paragraph (a) of
this section.

(c) Each airport operator shall sub-
mit the amendment to its approved se-
curity program required by paragraph
(a) or (b) of this section according to
the following schedule:

(1) By August 8, 1989, or by 6 months
after becoming subject to this section,

whichever is later, for airports where
at least 25 million persons are screened
annually or airports that have been
designated by the Director of Civil
Aviation Security. The amendment
shall specify that the system, method,
or procedure must be fully operational
within 18 months after the date on
which an airport operator’s amend-
ment to its approved security program
is approved by the Director of Civil
Aviation Security.

(2) By August 8, 1989, or by 6 months
after becoming subject to this section,
whichever is later, for airports where
more than 2 million persons are
screened annually. The amendment
shall specify that the system, method,
or procedure must be fully operational
within 24 months after the date on
which an airport operator’s amend-
ment to its approved security program
is approved by the Director of Civil
Aviation Security.

(3) By February 8, 1990, or by 12
months after becoming subject to this
section, whichever is later, for airports
where at least 500,000 but not more
than 2 million persons are screened an-
nually. The amendment shall specify
that the system, method, or procedure
must be fully operational within 30
months after the date on which an air-
port operator’s amendment to its ap-
proved security program is approved by
the Director of Civil Aviation Security.

(4) By February 8, 1990, or by 12
months after becoming subject to this
section, whichever is later, for airports
where less than 500,000 persons are
screened annually. The amendment
shall specify that the system, method,
or procedure must be fully operational
within 30 months after the date on
which an airport operator’s amend-
ment to its approved security program
is approved by the Director of Civil
Aviation Security.

(d) Notwithstanding paragraph (c) of
this section, an airport operator of a
newly constructed airport commencing
initial operation after December 31,
1990, as an airport subject to paragraph
(a) of this section, shall include as part
of its original airport security program
to be submitted to the FAA for ap-
proval a fully operational system,

VerDate 11-APR-97 08:15 Apr 14, 1997 Jkt 010199 PO 00000 Frm 00301 Fmt 8010 Sfmt 8010 E:\CFR\174038.067 174038



302

14 CFR Ch. I (1–1–97 Edition)§ 107.15

method, or procedure in accordance
with this section.

[Doc. No. 25568, 54 FR 588, Jan. 6, 1989]

§ 107.15 Law enforcement support.
(a) Each airport operator shall pro-

vide law enforcement officers in the
number and in a manner adequate to
support—

(1) Its security program; and
(2) Each passenger screening system

required by part 108 or § 129.25 of this
chapter.

(b) For scheduled or public charter
passenger operations with airplanes
having a passenger seating configura-
tion (as defined in § 108.3 of this chap-
ter) of more than 30 but less than 61
seats for which a passenger screening
system is not required, each airport op-
erator shall ensure that law enforce-
ment officers are available and com-
mitted to respond to an incident at the
request of a certificate holder or for-
eign air carrier and shall ensure that
the request procedures are provided to
the certificate holder or foreign air
carrier.

[Doc No. 108, 46 FR 3786, Jan. 15, 1981]

§ 107.17 Law enforcement officers.
(a) No airport operator may use, or

arrange for response by, any person as
a required law enforcement officer un-
less, while on duty on the airport, the
officer—

(1) Has the arrest, authority de-
scribed in paragraph (b) of this section;

(2) Is readily identifiable by uniform
and displays or carries a badge or other
indicia of authority;

(3) Is armed with a firearm and au-
thorized to use it; and

(4) Has completed a training program
that meets the requirements in para-
graph (c) of this section.

(b) The law enforcement officer must,
while on duty on the airport, have the
authority to arrest, with or without a
warrant, for the following violations of
the criminal laws of the State and
local jurisdictions in which the airport
is located:

(1) A crime committed in the officer’s
presence.

(2) A felony, when the officer has rea-
son to believe that the suspect has
committed it.

(c) The training program required by
paragraph (a)(4) of this section must
provide training in the subjects speci-
fied in paragraph (d) of this section and
either—

(1) Meet the training standards, if
any, prescribed by either the State or
the local jurisdiction in which the air-
port is located, for law enforcement of-
ficers performing comparable func-
tions; or

(2) If the State and local jurisdictions
in which the airport is located do not
prescribe training standards for offi-
cers performing comparable functions,
be acceptable to the Administrator.

(d) The training program required by
paragraph (a)(4) of this section must
include training in—

(1) The use of firearms;
(2) The courteous and efficient treat-

ment of persons subject to inspection,
detention, search, arrest, and other
aviation security activities;

(3) The responsibilities of a law en-
forcement officer under the airport op-
erator’s approved security program;
and

(4) Any other subject the Adminis-
trator determines is necessary.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–1, 46 FR 3786, Jan. 15,
1981]

§ 107.19 Use of Federal law enforce-
ment officers.

(a) Whenever State, local, and pri-
vate law enforcement officers who
meet the requirements of § 107.17 are
not available in sufficient numbers to
meet the requirements of § 107.15, the
airport operator may request that the
Administrator authorize it to use Fed-
eral law enforcement officers.

(b) Each request for the use of Fed-
eral law enforcement officers must be
accompanied by the following informa-
tion:

(1) The number of passengers en-
planed at the airport during the pre-
ceding calendar year and the current
calendar year as of the date of the re-
quest.

(2) The anticipated risk of criminal
violence and aircraft piracy at the air-
port and to the air carrier aircraft op-
erations at the airport.

(3) A copy of that portion of the air-
port operator’s security program which
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describes the law enforcement support
necessary to comply with § 107.15.

(4) The availability of State, local,
and private law enforcement officers
who meet the requirements of § 107.17,
including a description of the airport
operator’s efforts to obtain law en-
forcement support from State, local,
and private agencies and the responses
of those agencies.

(5) The airport operator’s estimate of
the number of Federal law enforcement
officers needed to supplement available
officers and the period of time for
which they are needed.

(6) A statement acknowledging re-
sponsibility for providing reimburse-
ment for the cost of providing Federal
law enforcement officers.

(7) Any other information the Admin-
istrator considers necessary.

(c) In response to a request submitted
in accordance with this section, the
Administrator may authorize, on a re-
imbursable basis, the use of law en-
forcement officers employed by the
FAA or by any other Federal agency,
with the consent of the head of that
agency.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978]

§ 107.20 Submission to screening.

No person may enter a sterile area
without submitting to the screening of
his or her person and property in ac-
cordance with the procedures being ap-
plied to control access to that area
under § 108.9 or § 129.25 of this chapter.

[Doc. No. 24883, 51 FR 1352, Jan. 10, 1986]

§ 107.21 Carriage of an explosive, in-
cendiary, or deadly or dangerous
weapon.

(a) Except as provided in paragraph
(b) of this section, no person may have
an explosive, incendiary, or deadly or
dangerous weapon on or about the indi-
vidual’s person or accessible property—

(1) When performance has begun of
the inspection of the individual’s per-
son or accessible property before enter-
ing a sterile area; and

(2) When entering or in a sterile area.
(b) The provisions of this section

with respect to firearms do not apply
to the following:

(1) Law enforcement officers required
to carry a firearm by this part while on
duty on the airport.

(2) Persons authorized to carry a fire-
arm in accordance with § 108.11 or
§ 129.27.

(3) Persons authorized to carry a fire-
arm in a sterile area under an approved
security program or a security pro-
gram used in accordance with § 129.25.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–3, 51 FR 1352, Jan. 10,
1986]

§ 107.23 Records.

(a) Each airport operator shall ensure
that—

(1) A record is made of each law en-
forcement action taken in furtherance
of this part;

(2) The record is maintained for a
minimum of 90 days; and

(3) It is made available to the admin-
istrator upon request.

(b) Data developed in response to
paragraph (a) of this section must in-
clude at least the following:

(1) The number and type of firearms,
explosives, and incendiaries discovered
during any passenger screening proc-
ess, and the method of detection of
each.

(2) The number of acts and attempted
acts of air piracy.

(3) The number of bomb threats re-
ceived, real and simulated bombs
found, and actual bombings on the air-
port.

(4) The number of detentions and ar-
rests, and the immediate disposition of
each person detained or arrested.

[Doc. No. 16245, 43 FR 60792, Dec. 28, 1978, as
amended by Amdt. 107–3, 51 FR 1352, Jan. 10,
1986]

§ 107.25 Airport identification media.

(a) As used in this section, security
identification display area means any
area identified in the airport security
program as requiring each person to
continuously display on their outer-
most garment, an airport-approved
identification medium unless under
airport-approved escort.

(b) After January 1, 1992, an airport
operator may not issue to any person
any identification media that provides
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unescorted access to any security iden-
tification display area unless the per-
son has successfully completed train-
ing in accordance with an FAA-ap-
proved curriculum specified in the se-
curity program.

(c) By October 1, 1992, not less than 50
percent of all individuals possessing
airport-issued identification that pro-
vides unescorted access to any security
identification display area at that air-
port shall have been trained in accord-
ance with an FAA-approved curriculum
specified in the security program.

(d) After May 1, 1993, an airport oper-
ator may not permit any person to pos-
sess any airport-issued identification
medium that provides unescorted ac-
cess to any security identification dis-
play area at that airport unless the
person has successfully completed
FAA-approved training in accordance
with a curriculum specified in the se-
curity program.

(e) The curriculum specified in the
security program shall detail the meth-
ods of instruction, provide attendees
the opportunity to ask questions, and
include at least the following topics:

(1) Control, use, and display of air-
port-approved identification or access
media;

(2) Challenge procedures and the law
enforcement response which supports
the challenge procedure;

(3) Restrictions on divulging informa-
tion concerning an act of unlawful in-
terference with civil aviation if such
information is likely to jeopardize the
safety of domestic or international
aviation;

(4) Non-disclosure of information re-
garding the airport security system or
any airport tenant’s security systems;
and

(5) Any other topics deemed nec-
essary by the Assistant Administrator
for Civil Aviation Security.

(f) No person may use any airport-ap-
proved identification medium that pro-
vides unescorted access to any security
identification display area to gain such
access unless that medium was issued
to that person by the appropriate air-
port authority or other entity whose
identification is approved by the air-
port operator.

(g) The airport operator shall main-
tain a record of all training given to

each person under this section until 180
days after the termination of that per-
son’s unescorted access privileges.

[Doc. No. 26522, 56 FR 41424, Aug. 20, 1991]

§ 107.27 Evidence of compliance.
On request of the Assistant Adminis-

trator for Civil Aviation Security, each
airport operator shall provide evidence
of compliance with this part and its ap-
proved security program.

[Doc. No. 26522, 56 FR 41424, Aug. 20, 1991]

§ 107.29 Airport Security Coordinator.
Each airport operator shall designate

an Airport Security Coordinator (ASC)
in its security program. The designa-
tion shall include the name of the ASC,
and a description of the means by
which to contact the ASC on a 24-hour
basis. The ASC shall serve as the air-
port operator’s primary contact for se-
curity-related activities and commu-
nications with FAA, as set forth in the
security program.

[Doc. No. 26522, 56 FR 41425, Aug. 20, 1991]

§ 107.31 Access Investigation.
(a) On or after January 31, 1996, this

section applies to all individuals seek-
ing authorization for, or seeking au-
thority to authorize others to have,
unescorted access privileges to the se-
curity identification display area
(SIDA) that is identified in the airport
security program as defined by § 107.25.

(b) Except as provided in paragraph
(e) of this section, each airport opera-
tor must ensure that no individual is
granted authorization for, or is granted
authority to authorize others to have,
unescorted access to the area identified
in paragraph (a) of this section unless:

(1) The individual has satisfactorily
undergone a review covering the past
10 years of employment history and
verification of the 5 years preceding
the date the access investigation is ini-
tiated as provided in paragraph (c) of
this section; and

(2) The results of the access inves-
tigation do not disclose that the indi-
vidual has been convicted or found not
guilty by reason of insanity, in any ju-
risdiction, during the 10 years ending
on the date of such investigation, of a
crime involving any of the following
crimes enumerated in paragraphs
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(b)(2)(i) through (xxv) of this section.
Where specific citations are listed,
both the current citation and the cita-
tion that applied before the statutes
are recodified in 1994 are listed.

(i) Forgery of certificates, false mak-
ing of aircraft, and other aircraft reg-
istration violations, 49 U.S.C. 46306
[formerly 49 U.S.C. App. 1472 (b)];

(ii) Interference with air navigation,
49 U.S.C. 46308, [formerly 49 U.S.C. App
1472 (c)];

(iii) Improper transportation of a
hazardous material, 49 U.S.C. 46312,
[formerly 49 U.S.C. App 1472(b)(2)];

(iv) Aircraft piracy, 49 U.S.C. 46502,
[formerly 49 U.S.C. App 1472(i);

(v) Interference with flightcrew
members or flight attendants, 49 U.S.C.
46504, [formerly 49 U.S.C. App 1472(j)];

(vi) Commission of certain crimes
aboard aircraft in flight, 49 U.S.C.
46506, [formerly 49 U.S.C. App 1472(k)];

(vii) Carrying a weapon or explosive
aboard an aircraft, 49 U.S.C. 46505 [for-
merly 49 U.S.C. App 1472(l)];

(viii) Conveying false information
and threats, 49 U.S.C. 49 46507 [formerly
49 U.S.C. App 1472 (m)];

(ix) Aircraft piracy outside the spe-
cial aircraft jurisdiction of the United
States, 49 U.S.C. 46502(b), [formerly 49
U.S.C. App 1472(n)];

(x) Lighting violations involving
transporting controlled substances, 49
U.S.C. 46315, [formerly 49 U.S.C. App
1472(q)];

(xi) Unlawful entry into an aircraft
or airport area that serves air carriers
or foreign air carriers contrary to es-
tablished security requirements, 49
U.S.C. 46314, [formerly 49 U.S.C. App
1472(r)];

(xii) Destruction of an aircraft or air-
craft facility, 18 U.S.C. 32;

(xiii) Murder;
(xiv) Assault with intent to murder;
(xv) Espionage;
(xvi) Sedition;
(xvii) Kidnapping or hostage taking;
(xviii) Treason;
(xix) Rape or aggravated sexual

abuse;
(xx) Unlawful possession, use, sale,

distribution, or manufacture of an ex-
plosive or weapon;

(xxi) Extortion;
(xxii) Armed robbery;

(xxiii) Distribution of, or intent to
distribute, a controlled substance;

(xxiv) Felony arson; or
(xxv) Conspiracy or attempt to com-

mit any of the aforementioned crimi-
nal acts.

(c) The access investigation must in-
clude the following steps:

(1) The individual must complete an
application form that includes:

(i) The individual’s full name, includ-
ing any aliases or nicknames;

(ii) The dates, names, phone num-
bers, and addresses of previous employ-
ers, with explanations for any gaps in
employment of more than 12 months,
during the previous 10-year period;

(iii) Notification that the individual
will be subject to an employment his-
tory verification and possibly a crimi-
nal history records check; and

(iv) Any convictions during the pre-
vious 10-year period of the crimes list-
ed in paragraph (b)(2) of this section.

(2) The identity of the individual
must be verified through the presen-
tation of two forms of identification,
one of which must bear the individual’s
photograph.

(3) The information on the most re-
cent 5 years of employment history re-
quired under paragraph (c)(1)(ii) of this
section must be verified in writing, by
documentation, by telephone, or in per-
son.

(4) If one or more of the following
conditions exists, the access investiga-
tion must not be considered complete
unless it includes a check of the indi-
vidual’s fingerprint-based criminal his-
tory record maintained by the Federal
Bureau of Investigation (FBI). The air-
port operator may request a check of
the individual’s fingerprint-based
criminal history record only if one or
more of the following conditions exists:

(i) The individual cannot satisfac-
torily account for a period of unem-
ployment of 12 months or more during
the previous 10-year period;

(ii) The individual is unable to sup-
port statements made or there are sig-
nificant inconsistencies between infor-
mation provided on the application in
response to questions required by para-
graph (c)(1)(ii) of this section and that
obtained through the 5-year verifica-
tion process; or
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(iii) Information becomes available
to the airport operator during the ac-
cess investigation indicating a possible
conviction for one of the disqualifying
crimes.

(d) An airport operator may permit
an individual to be under escort as de-
fined in § 107.1 in accordance with the
airport security program to the areas
identified in paragraph (a) of this sec-
tion.

(e) Notwithstanding the require-
ments of this section, an airport opera-
tor may authorize the following indi-
viduals to have unescorted access to
the areas identified in paragraph (a) of
this section:

(1) Employees of the Federal govern-
ment or a state or local government
(including law enforcement officers)
who, as a condition of employment,
have been subject to an employment
investigation;

(2) Crew members of foreign air car-
riers covered by an alternate security
arrangement in the approved airport
operator security program;

(3) An individual who has been con-
tinuously employed in a position re-
quiring unescorted access by another
airport operator, airport tenant or air
carrier; and

(4) An individual who has access au-
thority to the U.S. Customs Service se-
curity area of the U.S. airport.

(f) An airport operator will be
deemed to be in compliance with its
obligations under paragraphs (b)(1) and
(b)(2) of this section, as applicable,
when it accepts certification from:

(1) An air carrier subject to § 108.33 of
this chapter that the air carrier has
complied with § 108.33 (a)(1) and (a)(2)
for its employees and contractors; and

(2) An airport tenant other than a
U.S. air carrier that the tenant has
complied with paragraph (b)(1) of this
section for its employees.

(g) The airport operator must des-
ignate the airport security coordinator
to be responsible for:

(1) Reviewing and controlling the re-
sults of the access investigation; and

(2) Serving as the contact to receive
notification from an individual apply-
ing for unescorted access of his or her
intent to seek correction of his or her
criminal history record with the FBI.

(h) Prior to commencing the criminal
history records check, the airport oper-
ator must notify the affected individ-
uals.

(i) The airport operator must collect
and process fingerprints in the follow-
ing manner:

(1) One set of legible and classifiable
fingerprints must be recorded on fin-
gerprint cards approved by the FBI for
this purpose;

(2) The fingerprints must be obtained
from the individual under direct obser-
vation by the airport operator;

(3) The identity of the individual
must be verified at the time finger-
prints are obtained. The individual
must present two forms of identifica-
tion media, one of which must bear his
or her photograph;

(4) The fingerprint card must be for-
warded to Federal Aviation Adminis-
tration, 800 Independence Ave., S.W.,
Washington, D.C. 20591 (ATTN: ACO–
310, Access Processing); and

(5) Fees for the processing of the
criminal checks are due upon applica-
tion. Airport operators shall submit
payment through corporate check,
cashier’s check or money order made
payable to ‘‘U.S. FAA,’’ at the rate of
$24.00 for each fingerprint card. Com-
bined payment for multiple applica-
tions is acceptable.

(j) In conducting the criminal history
records check required by this section,
the airport operator must ascertain in-
formation on arrests for the crimes
listed in paragraph (b)(2) of this section
for which no disposition has been re-
corded to make a determination of the
outcome of the arrest.

(k) The airport operator must:
(1) At the time the fingerprints are

taken, notify the individual that a
copy of any criminal history record re-
ceived from the FBI will be made avail-
able if requested in writing.

(2) Prior to making a final decision
to deny authorization for unescorted
access, advise the individual that the
FBI criminal history record discloses
information that would disqualify him
or her from unescorted access author-
ization and provide each affected indi-
vidual with a copy of his or her FBI
record if it has been requested. The in-
dividual may contact the local juris-
diction responsible for the information
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and the FBI to complete or correct the
information contained in the record be-
fore any final access decision is made,
subject to the following conditions:

(i) Within 30 days after being advised
that the FBI criminal history record
discloses disqualifying information,
the individual must notify the airport
operator, in writing, of his or her in-
tent to correct any information be-
lieved to be inaccurate. If no notifica-
tion is received within 30 days, the air-
port operator may make a final access
decision.

(ii) Upon notification by the individ-
ual that a record has been corrected,
the airport operator must obtain a
copy of the revised FBI record prior to
making a final access decision.

(3) Notify an individual that a final
decision has been made to grant or
deny authorization for unescorted ac-
cess.

(l) Any individual authorized to have
unescorted access privilege to the areas
identified in paragraph (a) of this sec-
tion who is subsequently convicted of
any of the crimes listed in paragraph
(b)(2) of this section must report the
conviction and surrender the SIDA
identification medium within 24 hours
to the issuer.

(m) Criminal history record informa-
tion provided by the FBI must be used
solely for the purposes of this section,
and no person shall disseminate the re-
sults of a criminal history records
check to anyone other than:

(1) The individual to whom the record
pertains or that individual’s authorized
representative;

(2) The airport operator; or
(3) Others designated by the Adminis-

trator.
(n) The airport must maintain a writ-

ten record for each individual until 180
days after the termination of the indi-
vidual’s authority for unescorted ac-
cess. The records for each individual
subject to:

(1) The access investigation must in-
clude: the application, the employment
verification information obtained by
the employer, the names of those from
whom the employment verification in-
formation was obtained, the date the
contact was made, or certification of
same from air carriers or airport ten-
ants, and any other information as re-

quired by the Assistant Administrator
for Civil Aviation Security, and

(2) A criminal history records check
must include the results of the records
check, or a certification by the airport
operator or air carrier that the check
was completed and did not uncover a
disqualifying conviction. These records
must be maintained in a manner that
protects the confidentiality of the em-
ployee, which is acceptable to the As-
sistant Administrator for Civil Avia-
tion Security.

[Doc. No. 26763, 60 FR 51868, Oct. 3, 1995]

PART 108—AIRPLANE OPERATOR
SECURITY

Sec.
108.1 Applicability.
108.3 Definitions.
108.4 Falsification.
108.5 Security program: Adoption and im-

plementation.
108.7 Security program: Form, content, and

availability.
108.9 Screening of passengers and property.
108.10 Prevention and management of hi-

jackings and sabotage attempts.
108.11 Carriage of weapons.
108.13 Security of airplanes and facilities.
108.14 Transportation of Federal Air Mar-

shals.
108.15 Law enforcement officers.
108.17 Use of X-ray systems.
108.18 Security Directives and Information

Circulars.
108.19 Security threats and procedures.
108.20 Use of explosives detection systems.
108.21 Carriage of passengers under the con-

trol of armed law enforcement escorts.
108.23 Training.
108.25 Approval of security programs and

amendments.
108.27 Evidence of compliance.
108.29 Standards for security oversight.
108.31 Employment standards for screening

personnel.
108.33 Access investigation.

AUTHORITY: 49 U.S.C. 106(g), 5103, 40113,
40119, 44701–44702, 44705, 44901–44905, 44907,
44913–44914, 44932, 44935–44936, 46105.

SOURCE: Docket No. 108, 46 FR 3786, Jan. 15,
1981, unless otherwise noted.

§ 108.1 Applicability.

(a) This part prescribes aviation se-
curity rules governing—
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